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# Mở đầu

## Tính cấp thiết của đề tài

Trong sự phát triển của công nghệ vào những thời điểm gần đây, kiến trúc các ứng dụng dịch vụ của các doanh nghiệp là một trong những phần mà khiến cho các doanh nghiệp đáng phải quan tâm. Ngày trước, với khuôn mẫu cổ điển là kiến trúc một khối, các ứng dụng dịch vụ được triển khai rất dễ dàng. Tuy nhiên, khi cần phải giải quyết tính sẵn sàng của các ứng dụng dịch vụ, các tài nguyên bao gồm phần cứng cũng như con người để phát triển và vận hành chúng cực kì khó khăn. Vì vậy, để giải quyết vấn đề trên, sự ra đời của kiến trúc microservice đã giải quyết được một phần nào đấy trên vấn đề trên. Microservices linh hoạt hơn trong việc xử lý các API với nhau, chúng có thể được tích hợp với các ứng dụng khác thông qua REST hoặc các message queue như Kafka,... Tuy nhiên, để đảm bảo về tính bảo mật và an toàn trong một hệ thống microservices, việc xác thực giữa các microservice là một vấn đề khá nhức nhối cho đội phát triển ứng dụng.

Để giúp cho đội phát triển có thể phát triển ứng dụng một cách dễ dàng nhất, việc nghiên cứu bảo mật giữa các microservice sẽ được chuyển lại cho đội vận hành. Nghiên cứu trong việc đảm bảo an toàn giữa các ứng dụng thành công nhất là Service Mesh, một trong những giải pháp được áp dụng vào nhiều doanh nghiệp lớn hiện nay không chỉ trên thế giới mà ở Việt Nam cũng được sử dụng rất nhiều.

Để nghiên cứu thêm về Service Mesh, em đã chọn đề tài này nhằm tìm hiểu về Service Mesh, phương thức hoạt động của Service Mesh ra sao, làm thế nào Service Mesh giúp đảm bảm cho tính bảo mật giữa các microservices với nhau trong hệ thống thông tin hiện nay.

## Mục tiêu thực hiện đồ án

Mục tiêu của đồ án này là nghiên cứu và thực hiện giải pháp bảo mật giữa các microservice với nhau thông qua Service Mesh. Mục tiêu chính của đề tài:

* Tìm hiểu về công nghệ Container, kiến trúc microservice ở trong thời điểm hiện tại.
* Tổng quan về Kubernetes, microservices được sử dụng trên hệ thống kuberentes.
* Tìm hiểu về các thức hoạt động, triển khai và vận hành của Service Mesh trong Kubernetes.
* Đảm bảo tính bảo mật giữa các microservice được triển khai và vận hành trên hệ thống Kubernetes thông qua Service Mesh.
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      3. Vòng đời của Pod
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      3. Xác thực trong Consul
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